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Change History

Version 2.2 d.d. MM-DD-2012
This new version has been developed to suppodvanced level syllabi (Version 2012)
and the Expert level syllabus Test Management (per3011). In addition a new of chang
request have been implemented in version 2.2 ofSM®B Glossary.

[§2)

New terms added:

actor

analytical testing

anti-pattern

API (Application Programming
Interface) testing

atomic condition

attack-based testing
combinatorial testing

CMMI

confidence interval
consultative testing

control chart

control flow testing
convergence metric

custom tool

data quality

defect category

defect management committee
defect triage committee

defect type

domain analysis

effectiveness

embedded iterative development
model

experience-based testing
factory acceptance testing
failover testing

fault injection

feature-driven development
hardware-software integration testir
insourced testing

man in the middle attack
methodical testing
model-based testing
Myers-Briggs Type Indicator (MBTI
neighborhood integration testing
open source tool

operational profiling
outsourced testing

pairwise integration testing
phase containment

planning poker

Terms changed,;

g

action word driven testing
accuracy

agile testing

big-bang testing

Capability Maturity Model (CMM)
Capability Maturity Model
Integration (CMMI)

classification tree method

Commercial Off-The-Shelft software

condition

condition determination coverage
condition determination testing
critical success factor

Critical Testing Processes
cyclomatic complexity

daily build

data-driven testing

data flow testing

dd-path

defect-based technique
defect-based test design technique
definition-use pair

efficiency

elementary comparison testing
extreme programming

fault seeding

heuristic evaluation
keyword-driven testing

lead assessor

load testing tool

maturity

mind map

modified condition decision coverag
modified condition decision testing
modified multiple condition coverag
modified multiple condition testing
multiple condition coverage
performance profiling

resumption criteria

root cause

software quality

W

SPI




predicate
process-compliant testing
quality control

quality risk

RACI matrix

reactive testing
regression-averse testing
resumption requirements
review plan

risk assessment

risk impact

risk likelihood

Shewhart chart
short-circuiting
S.M.A.R.T. goal methodology
software integrity level
standard-compliant testing
structure-based technique
SUMI

test architect

test data management
test director

test mission

three point estimation
TMMi

TPI Next

user story

user story testing

WAMMI

Website Analysis and MeasureMen
Inventory (WAMMI)

- static analysis

- static testing

- stress testing

- technical review

- test case specification

- test design specification

- test execution schedule

- Test Process Improvement (TPI)
- Test Maturity Model (TMM)

- Test Maturity Model integration
- test procedure specification

- testable requirement

- thread testing

- Total Quality Management
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Foreword

In compiling this glossary the working party hasigiat the views and comments of as broad a
spectrum of opinion as possible in industry, conmumeand government bodies and
organizations, with the aim of producing an intéovaal testing standard which would gain
acceptance in as wide a field as possible. Totaemgent will rarely, if ever, be achieved in
compiling a document of this nature. Contributidmghis glossary have been received from
the testing communities in Australia, Belgium, Bimdl, France, Germany, India, Israel, The
Netherlands, Norway, Portugal, Spain, Sweden, &wirnd, United Kingdom, and USA.

Many software testers have used BS 7925-1, thasBribtandardGlossary of Software
Testing Termssince its original publication in 1998. The stamblaras initially developed
with a bias towards component testing, but, sirtsepublication, many comments and
proposals for new definitions have been submitbeoloth improve and expand the standard to
cover a wider range of software testing. The IST@&ing glossary has incorporated many
of these suggested updates. It is used as a regedmtument for the International Software
Testing Qualification Board (ISTQB) software tegtiualification scheme.

The ISTQB Glossary has two main objectives:
- Support the understanding of ISTQB syllabi by definthe terms used in the various
syllabi
- Support communication within the international itggtcommunity and with its
stakeholders by providing a standard testing voleau

ISTQB National or Regional Boards can use the IST&R&ssary, to translate into their local
language. These boards may adapt the ISTQB Glossé#ngir particular language needs.

1. Introduction

Much time and effort is wasted both within and bestw industry, commerce, government and
professional and academic institutions when ambéegiiarise as a result of the inability to

differentiate adequately between such terms agefsnt coverage’ and ‘decision coverage’;
‘test suite’, ‘test specification’ and ‘test plaahd similar terms which form an interface

between various sectors of society. Moreover, tiéepsional or technical use of these terms
is often at variance, with different meanings htited to them.

2. Scope

This document presents concepts, terms and defisitdesigned to aid communication in
(software) testing and related disciplines.

3. Glossary structure

Arrangement

The glossary has been arranged in a single seatidefinitions ordered alphabetically. Some
terms are preferred to other synonymous ones, iohatase, the definition of the preferred
term appears, with the synonymous ones referrinth&b. For examplestructural testing
refers towhite box testingFor synonyms, the “See” indicator is used



“See also” cross-references are also used. Théest #ss user to quickly navigate to the right
index term. “See also” cross-references are coctstiufor relationships such as broader term
to a narrower term, and overlapping meaning betweerterms.

Keywords

The ISTQB Glossary contains many terms for diffemeasons. Some are provided to “just”
support the reader of an ISTQB syllabus in undedite the text. Some are there because the
term was used in a previous version of a syllabond the principle of backwards
compatibility is being applied. However, probabllget most important terms are the
(examinable) keywords that are explicitly identfidy the various ISTQB syllabi. An
important user group of these keywords are thd)fiegessional who are preparing for an
ISTQB exam. To support them, the keywords that thegd to understand for a particular
exam are indicated in this glossary. Note thafpifireciple of inheritance is applicable, e.g., at
an ISTQB Advanced exam one still needs to undedstdnISTQB Foundation keywords.
The keywords are indicated in the following manner:

F - Keyword ISTQB Foundation syllabus

ATM : Keyword ISTQB Advanced — Test Managementaiylls

ATA : Keyword ISTQB Advanced — Test Analyst syllabu

ATT : Keyword ISTQB Advanced — Technical Test Arslgyllabus

EITP : Keyword ISTQB Expert — Improving the TestiRgpcess syllabus

ETM : Keyword ISTQB Expert — Test Management syligb

Note that if a keyword is identified in a syllabdmiyt is not the preferred term according the
glossary both the keyword and the term it refer@ging the “See” indicator) are labeled with
the appropriate syllabus indicator.

References
In this glossary references, are used in two ways.
- Square brackets without the addition of “afterg.e[ISO 9126], mean that the exact text

of the reference is used.
- In case a definition from a reference has beentadaf the context of the ISTQB
Glossary by minor changes, the addition “aftertised, e.g., [After ISO 9126].

4. Trademarks

In this document the following trademarks are used:
- CMMI and IDEAL are registered trademarks of Careddiellon University
-  EFQM is aregistered trademark of the EFQM Fouodati
- Rational Unified Process is a registered tradernafRational Software Corporation
- STEP is a registered trademark of Software QuElitgineering
- TMap, TPA and TPI Next are registered trademarkSarfeti Nederland BV
- TMMi is a registered trademark of the TMMi Foundati

5. Definitions

A

abstract test caseSeehigh level test case
acceptance:Seeacceptance testing



ATA

ATA
EITP

ATT

EITP

EITP

acceptance criteria: The exit criteria that a component or system rsasisfy in order to be
accepted by a user, customer, or other authorizety.|IEEE 610]

acceptance testingFormal testing with respect to user needs, requrgs) and business
processes conducted to determine whether or ngdtars satisfies the acceptance criteria
and to enable the user, customers or other audtbgntity to determine whether or not to
accept the system. [After IEEE 610]

accessibility testing:Testing to determine the ease by which users wihbdities can use a
component or system. [Gerrard]

accuracy: The capability of the software product to provilde right or agreed results or effects
with the needed degree of precision. [ISO 9126]&safunctionality.

accuracy testing:The process of testing to determine the accurbaysoftware product

acting (IDEAL): The phase within the IDEAL model where the improeeis are
developed, put into practice, and deployed acrbssadrganization. The acting phase
consists of the activities: create solution, pisgtf solution, refine solution and implement
solution. See alstbEAL.

action word driven testing: Seekeyword-driven testing

actor: User or any other person or system that interadis the system under test in a
specific way.

actual outcome:Seeactual result
actual result: The behavior produced/observed when a componesysbem is tested.
ad hoc review:Seeinformal review

ad hoc testing: Testing carried out informally; no formal test paegtion takes place, no
recognized test design technique is used, therenareexpectations for results and
arbitrariness guides the test execution activity.

adaptability: The capability of the software product to be addptor different specified
environments without applying actions or means rotih@n those provided for this purpose
for the software considered. [ISO 9126] See plsdability.

agile manifesto: A statement on the values that underpin agilewso# development. The
values are:

individuals and interactions over processestant$

working software over comprehensive documentatio

customer collaboration over contract negotiation

responding to change over following a plan.

agile software development:A group of software development methodologies based
iterative incremental development, where requirdsieand solutions evolve through
collaboration between self-organizing cross-funwideams.

agile testing: Testing practice for a project using agile softwdegelopment methodologies,
incorporating techniques and methods, such as regtrprogramming (XP), treating
development as the customer of testing and emphggize test-first design paradigm. See
alsotest driven development

algorithm test: [TMap] Seebranch testing

alpha testing: Simulated or actual operational testing by poténigers/customers or an
independent test team at the developers’ siteobtgide the development organization.



ETM

ATT

ATM

ATT

EITP

EITP
ATT

ATA

ATM

Alpha testing is often employed for off-the-shedftavare as a form of internal acceptance
testing.

analytical testing Testing based on a systematic analysis of e.gdugt risks or
requirements.

analyzability: The capability of the software product to be d@sgd for deficiencies or causes
of failures in the software, or for the parts torbedified to be identified. [ISO 9126] See
alsomaintainability,

analyzer: Seestatic analyzer

anomaly: Any condition that deviates from expectation basedequirements specifications,
design documents, user documents, standards, etrom someone’s perception or
experience. Anomalies may be found during, but Inoited to, reviewing, testing,
analysis, compilation, or use of software produmtsapplicable documentation. [IEEE
1044] See alsbug, defect, deviation, error, fault, failure, ideint, problem

anti-pattern: Repeated action, process, structure or reusabhléan that initially appears to
be beneficial and is commonly used but is ineffectind/or counterproductive in practice.

APl (Application Programming Interface) testing: Testing the code which enables
communication between different processes, programagor systems. API testing often
involves negative testing, e.g., to validate theusiness of error handling. See also
interface testing

arc testing: Seebranch testing

assessment report: A document summarizing the assessment results, cemclusions,
recommendations and findings. See @ismess assessment.

assessorA person who conducts an assessment; any memberadsessment team.

atomic condition: A condition that cannot be decomposed, i.e., a itondthat does not
contain two or more single conditions joined bygital operator (AND, OR, XOR).

attack: Directed and focused attempt to evaluate the quadgpecially reliability, of a test
object by attempting to force specific failureotcur. See alspegative testing.

attack-based testing An experience-based testing technique that usttw/are attacks to
induce failures, particularly security related dads.See alsattack.

attractiveness: The capability of the software product to be attve to the user. [ISO 9126]
See alsasability.

audit: An independent evaluation of software productsroc@sses to ascertain compliance
to standards, guidelines, specifications, and/arcguiures based on objective criteria,
including documents that specify:
(1) the form or content of the products to be pazdl
(2) the process by which the products shall be yred
(3) how compliance to standards or guidelines df@lnheasured. [IEEE 1028]

audit trail: A path by which the original input to a procesg(alata) can be traced back
through the process, taking the process output staring point. This facilitates defect
analysis and allows a process audit to be caruedAfter TMap]

automated testware:Testware used in automated testing, such as taptsc

availability: The degree to which a component or system is dpaedtand accessible when
required for use. Often expressed as a percerfiag 610]
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ATA
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back-to-back testing: Testing in which two or more variants of a compdnansystem are
executed with the same inputs, the outputs compasedl analyzed in cases of
discrepancies. [IEEE 610]

balanced scorecard:A strategic tool for measuring whether the operaticactivities of a
company are aligned with its objectives in term$ua$iness vision and strategy. See also
corporate dashboard, scorecard.

baseline:A specification or software product that has beemélly reviewed or agreed upon,
that thereafter serves as the basis for furtheeldpment, and that can be changed only
through a formal change control process. [After BEE O]

basic block: A sequence of one or more consecutive executahtenseénts containing no
branches. Note: A node in a control flow graph espnts a basic block.

basis test set:A set of test cases derived from the internal stimecof a component or
specification to ensure that 100% of a specifieeecage criterion will be achieved.

bebugging:[Abbott] Seefault seeding
behavior: The response of a component or system to a sepof values and preconditions.

benchmark test: (1) A standard against which measurements or casgra can be made.
(2) A test that is be used to compare componensysiems to each other or to a standard
as in (1). [After IEEE 610]

bespoke software:Software developed specifically for a set of userscustomers. The
opposite is off-the-shelf software.

best practice: A superior method or innovative practice that cimiies to the improved
performance of an organization under given contestially recognized as ‘best’ by other
peer organizations.

beta testing: Operational testing by potential and/or existingragkustomers at an external
site not otherwise involved with the developersgétermine whether or not a component
or system satisfies the user/customer needs amadviihin the business processes. Beta
testing is often employed as a form of externakptance testing for off-the-shelf software
in order to acquire feedback from the market.

big-bang testing: An integration testing approach in which softwatenmeents, hardware
elements, or both are combined all at once intoraponent or an overall system, rather
than in stages. [After IEEE 610] See allsizgration testing

black box technigue:Seeblack box test design technique

black box test design techniqueProcedure to derive and/or select test cases loasad
analysis of the specification, either functmor non-functional, of a component or system
without reference to its internal structure.

black box testing: Testing, either functional or non-functional, withioreference to the
internal structure of the component or system.

blocked test case:A test case that cannot be executed because tlsengligons for its
execution are not fulfilled.

bottom-up testing: An incremental approach to integration testing whttre lowest level
components are tested first, and then used toitédeil the testing of higher level

10



ATA

ATM
EITP

components. This process is repeated until the oaemt at the top of the hierarchy is
tested. See algntegration testing

boundary value: An input value or output value which is on the eddean equivalence
partition or at the smallest incremental distancesither side of an edge, for example the
minimum or maximum value of a range.

boundary value analysis:A black box test design technique in which tesesase designed
based on boundary values. See &lgondary value.

boundary value coverageThe percentage of boundary values that have bescisad by a
test suite.

boundary value testing:Seeboundary value analysis

branch: A basic block that can be selected for executiosetieon a program construct in
which one of two or more alternative program pashavailable, e.g. case, jump, go to, if-
then-else.

branch condition: Seecondition

branch condition combination coverageSeemultiple condition coverage
branch condition combination testing: Seemultiple condition testing
branch condition coverage:Seecondition coverage

branch coverage:The percentage of branches that have been exeluysadest suite. 100%
branch coverage implies both 100% decision coveaagel00% statement coverage.

branch testing: A white box test design technique in which tesesaare designed to execute
branches.

buffer: A device or storage area used to store data temiydia differences in rates of data
flow, time or occurrence of events, or amounts athdhat can be handled by the devices
or processes involved in the transfer or use otitita. [IEEE 610]

buffer overflow: A memory access failure due to the attempt by aqs® to store data
beyond the boundaries of a fixed length bufferultesy in overwriting of adjacent
memory areas or the raising of an overflow except®ee alsbuffer.

bug: Seedefect

bug report: Seedefect report.

bug taxonomy: See defect taxonomy.

bug tracking tool: Seedefect management tool.

business process-based testingin approach to testing in which test cases aregdedi
based on descriptions and/or knowledge of busipesssses.

C

call graph: An abstract representation of calling relationshigetween subroutines in a
program.

Capability Maturity Model Integration: A framework that describes the key
elements of an effective product developmamd maintenance process. The Capability
Maturity Model Integration covers best-practices fitanning, engineering and managing
product development and maintenance. [CMMI]

11
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capture/playback tool: A type of test execution tool where inputs are rded during
manual testing in order to generate automatedstgits that can be executed later (i.e.
replayed). These tools are often used to supptotaated regression testing.

capture/replay tool: Seecapture/playback tool

CASE: Acronym for Computer Aided Software Engineering.

CAST: Acronym for Computer Aided Software Testing. Ses st automation
causal analysis:The analysis of defects to determine their roosea{CMMI]
cause-effect analysisSeecause-effect graphing

cause-effect decision tableSeedecision table

cause-effect diagram: A graphical representation used to organize arsplaly the
interrelationships of various possible root causfes problem. Possible causes of a real or
potential defect or failure are organized in categoand subcategories in a horizontal
tree-structure, with the (potential) defect orded as the root node. [After Juran]

cause-effect graph:A graphical representation of inputs and/or stinfaduses) with their
associated outputs (effects), which can be usdddmn test cases.

cause-effect graphing:A black box test design technique in which testesaare designed
from cause-effect graphs. [BS 7925/2]

certification: The process of confirming that a component, systerperson complies with
its specified requirements, e.g. by passing an exam

change control: Seeconfiguration control.
change control board:Seeconfiguration control board

change management: (1) A structured approach to transitioning indiatky and
organizations from a current state to a desiredréustate. (2) Controlled way to effect a
change, or a proposed change, to a product orceeiSee alsoonfiguration management.

changeability: The capability of the software product to enalgectfied modifications to be
implemented. [ISO 9126] See alsmintainability

charter: Seetest charter.
checker: Seereviewer

checklist-based testingAn experience-based test design technique whetebgxperienced
tester uses a high-level list of items to be nobtbecked, or remembered, or a set of rules
or criteria against which a product has to be \estif

Chow's coverage metricsSeeN-switch coveraggChow]

classification tree A tree showing equivalence partitions hierarclycardered, which is
used to design test cases in the classificatiom tnethod. See alscassification tree
method.

classification tree method:A black box test design technique in which tesesaslescribed
by means of a classification tree, are designeskexute combinations of representatives
of input and/or output domains. [Grochtmann]

clear-box testing: Seewhite-box testing
CMMI: SeeCapability Maturity Model Integration.

12



code: Computer instructions and data definitions exprs$sea programming language or in
a form output by an assembler, compiler or otrerdiator. [IEEE 610]

code analyzer:Seestatic code analyzer

F code coverageAn analysis method that determines which partshefdoftware have been
executed (covered) by the test suite and whiclspeate not been executed, e.g. statement
coverage, decision coverage or condition coverage.

code-based testingSeewhite box testing

EITP codependent behaviorExcessive emotional or psychological dependencanother person,
specifically in trying to change that person’s emtr (undesirable) behavior while
supporting them in continuing that behavior. Faareple, in software testing, complaining
about late delivery to test and yet enjoying theessary “heroism” working additional
hours to make up time when delivery is running,l&terefore reinforcing the lateness.

ATT co-existence: The capability of the software product to co-exmgth other independent
software in a common environment sharing commomuregs. [ISO 9126] See also
portability.

ATA combinatorial testing: A means to identify a suitable subset of test doatibns to achieve a
predetermined level of coverage when testing amabbjvith multiple parameters and
where those parameters themselves each have seaénak, which gives rise to more
combinations than are feasible to test in the taHewed. See alsalassification tree
method pairwise testingorthogonal array testing

F Commercial Off-The-Shelf software Seeoff-the-shelf software
comparator: Seetest comparatar
compatibility testing: Seeinteroperability testing

F compiler: A software tool that translates programs expresses high order language into
their machine language equivalents. [IEEE 610]

complete testing:Seeexhaustive testing
completion criteria: Seeexit criteria

F complexity: The degree to which a component or system has @gndesd/or internal
structure that is difficult to understand, maintaamd verify. See alsayclomatic
complexity.

compliance: The capability of the software product to adherestandards, conventions or
regulations in laws and similar prescriptions. [IS126]

compliance testing:The process of testing to determine the compliaricee component or
system.

component: A minimal software item that can be tested in isofa

component integration testing: Testing performed to expose defects in the intedaand
interaction between integrated components.

component specification: A description of a component’s function in termsitsf output
values for specified input values under specifiedditions, and required non-functional
behavior (e.g. resource-utilization).

F component testing:The testing of individual software components. pAfEEE 610]

13
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compound condition: Two or more single conditions joined by means d¢dgical operator
(AND, OR or XOR), e.g. ‘A>B AND C>1000'.

concrete test caseSeelow level test case

concurrency testing: Testing to determine how the occurrence of two @ramactivities
within the same interval of time, achieved eithgr ibterleaving the activities or by
simultaneous execution, is handled by the compooresystem. [After IEEE 610]

condition: A logical expression that can be evaluated as ©rugalse, e.g. A>B. See also
condition testing.

condition combination coverage:Seemultiple condition coverage
condition combination testing: Seemultiple condition testing

condition coverage:The percentage of condition outcomes that have brercised by a test
suite. 100% condition coverage requires each sicghelition in every decision statement
to be tested as True and False.

condition determination coverage:Seemodified condition decision coverage
condition determination testing: Seemodified condition decision testing.
condition outcome:The evaluation of a condition to True or False.

condition testing: A white box test design technique in which testesaare designed to
execute condition outcomes.

confidence interval In managing project risks, the period of time hwvt which a
contingency action must be implemented in orddyeeffective in reducing the impact of
the risk.

confidence test:Seesmoke test

configuration: The composition of a component or system as detfiyetthe number, nature,
and interconnections of its constituent parts.

configuration auditing: The function to check on the contents of librawésonfiguration
items, e.g. for standards compliance. [IEEE 610]

configuration control: An element of configuration management, consistioiy the
evaluation, co-ordination, approval or disapprowahd implementation of changes to
configuration items after formal establishmentledit configuration identification. [IEEE
610]

configuration control board (CCB): A group of people responsible for evaluating and
approving or disapproving proposed changes to gordtion items, and for ensuring
implementation of approved changes. [IEEE 610]

configuration identification: An element of configuration management, consistofg
selecting the configuration items for a system sewbrding their functional and physical
characteristics in technical documentation. [IEEB]6

configuration item: An aggregation of hardware, software or both, ikatlesignated for
configuration management and treated as a sindity @m the configuration management
process. [IEEE 610]

configuration management:A discipline applying technical and administratilieection and
surveillance to: identify and document the funcéiband physical characteristics of a
configuration item, control changes to those charastics, record and report change
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processing and implementation status, and verifgpimnce with specified requirements.
[IEEE 610]

configuration management tool: A tool that provides support for the identificati@md
control of configuration items, their status ovéaoges and versions, and the release of
baselines consisting of configuration items.

configuration testing: Seeportability testing
confirmation testing: Seere-testing
conformance testing:Seecompliance testing

consistency: The degree of uniformity, standardization, and deee from contradiction
among the documents or parts of a component cersy$tEEE 610]

consultative testing Testing driven by the advice and guidance of appate experts from
outside the test team (e.g., technology expert®abdsiness domain experts).

content-based modelA process model providing a detailed descriptiog@dd engineering
practices, e.g. test practices.

continuous representation:A capability maturity model structure wherein caipigblevels
provide a recommended order for approaching proagegsovement within specified
process areas. [CMMI]

control chart: A statistical process control tool used to manoprocess and determine
whether it is statistically controlled. It graphligadepicts the average value and the upper
and lower control limits (the highest and lowedues) of a process.

control flow: A sequence of events (paths) in the execution gir@ucomponent or system.

control flow analysis: A form of static analysis based on a representationnique paths
(sequences of events) in the execution through mapoaent or system. Control flow
analysis evaluates the integrity of control flonwustures, looking for possible control flow
anomalies such as closed loops or logically unraalehprocess steps.

control flow graph: An abstract representation of all possible sequen€events (paths) in
the execution through a component or system.

control flow path: Seepath

control flow testing: An approach to structure-based testing in whash tases are designed
to execute specific sequences of events. Variatimigues exist for control flow testing,
e.g., decision testing, condition testing, and patting, that each have their specific
approach and level of control flow coveragee alsalecision testing, condition testing,
path testing.

convergence metric: A metric that shows progress toward a defined rmoie e.g.,
convergence of the total number of test executethéaotal number of tests planned for
execution.

conversion testing:Testing of software used to convert data from exgssystems for use in
replacement systems.

corporate dashboard: A dashboard-style representation of the status ofparate
performance data. See alsalanced scorecard, dashboard.

cost of quality: The total costs incurred on quality activitieslassues and often split into
prevention costs, appraisal costs, internal faibagts and external failure costs.
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COTS: Acronym for Commercial Off-The-Shelf software. S¥ktthe-shelf software.

coverage:The degree, expressed as a percentage, to whpetdisd coverage item has been
exercised by a test suite.

coverage analysisMeasurement of achieved coverage to a specifieérage item during
test execution referring to predetermined critésiaetermine whether additional testing is
required and if so, which test cases are needed.

coverage item:An entity or property used as a basis for test e e.g. equivalence
partitions or code statements.

coverage measurement toolSeecoverage tool.

coverage tool: A tool that provides objective measures of whatdtiral elements, e.g.
statements, branches have been exercised bysitest

critical success factor: An element necessary for an organization or ptdgachieve its
mission. Critical success factors are the critfeators or activities required for ensuring
the success.

Critical Testing ProcessesA content-based model for test process improvetrieitit
around twelve critical processes. Theseunelhighly visible processes, by which peers
and management judge competence and mission-tiitioaesses in which performance
affects the company's profits and reputation. $secantent-based model.

CTP: SeeCritical Testing Processes.

custom software:Seebespoke software
custom tool: A software tool developed specifically for a seusérs or customers.

cyclomatic complexity: The maximum number of linear, independent pathsutin a
program. Cyclomatic complexity may be computed.as:N + 2P, where
- L = the number of edges/links in a graph
- N = the number of nodes in a graph
- P = the number of disconnected parts of the gfapip a called graph or subroutine)
[After McCabe]

cyclomatic number: Seecyclomatic complexity

D

daily build: A development activity whereby a complete systemoimpiled and linked every
day (often overnight), so that a consistent sysieravailable at any time including all
latest changes.

dashboard: A representation of dynamic measurements of ojp@@tperformance for some
organization or activity, using metrics representedmetaphores such as visual ‘dials’,
‘counters’, and other devices resembling thosehendiashboard of an automobile, so that
the effects of events or activities can be easilganstood and related to operational goals.
See als@orporate dashboard, scorecard.

data definition: An executable statement where a variable is assignalue.

data-driven testing: A scripting technique that stores test input angkeeted results in a
table or spreadsheet, so that a single cbatnipt can execute all of the tests in the table.
Data-driven testing is often used to support thaieation of test execution tools such as
capture/playback tools. [Fewster and Graham] Ssskalyword-driven testing
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data flow: An abstract representation of the sequence ansilpeschanges of the state of
data objects, where the state of an object is &ryreation, usage, or destruction. [Beizer]

data flow analysis:A form of static analysis based on the definitiowl aisage of variables.

data flow coverage:The percentage of definition-use pairs that haenkexercised by a test
suite.

data flow testing: A white box test design technique in which testesaare designed to
execute definition-use pairs of variables.

data integrity testing: Seedatabase integrity testing

data quality; An attribute of data that indicates correctneih vespect to some pre-defined
criteria, e.g., business expectations, requiremamt$ata integrity, data consistency.

database integrity testing:Testing the methods and processes used to acatssamage the
data(base), to ensure access methods, processemmtancules function as expected and
that during access to the database, data is natpted or unexpectedly deleted, updated or
created.

dd-path: A path between two decisions of an algorithm, oo tdecision nodes of a
corresponding graph, that includes no other datssiSee alspath.

dead code:Seeunreachable code
debugger: Seedebugging tool

debugging: The process of finding, analyzing and removing taises of failures in
software.

debugging tool:A tool used by programmers to reproduce failun@gestigate the state of
programs and find the corresponding defectbu@giers enable programmers to execute
programs step by step, to halt a program at angrpno statement and to set and examine
program variables.

decision: A program point at which the control flow has twomore alternative routes. A
node with two or more links to separate branches.

decision condition coverage:The percentage of all condition outcomes and da&tisi
outcomes that have been exercised by a test 0% decision condition coverage
implies both 100% condition coverage and 100% GmtTisoverage.

decision condition testing: A white box test design technique in which testesasre
designed to execute condition outcomes and decmgitzomes.

decision coverageThe percentage of decision outcomes that have éxertised by a test
suite. 100% decision coverage implies both 100%diracoverage and 100% statement
coverage.

decision outcome:The result of a decision (which therefore determitiee branches to be
taken).

decision table: A table showing combinations of inputs and/or stinfjaauses) with their
associated outputs and/or actions (effects), wbérhbe used to design test cases.

decision table testing‘A black box test design technique in which tesesaare designed to
execute the combinations of inputs and/or gtinfcauses) shown in a decision table.
[Veenendaal04] See alsiecision table.
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decision testing: A white box test design technique in which testesaare designed to
execute decision outcomes.

defect: A flaw in a component or system that can causedngonent or system to fail to
perform its required function, e.g. an incatretatement or data definition. A defect, if
encountered during execution, may cause a failitleeocomponent or system.

defect-based technigueSeedefect-based test design technique

defect-based test design techniquék procedure to derive and/or select test casestiuicat
one or more defect categories, with tests beingldeed from what is known about the
specific defect category. See atsefect taxonomy.

defect category:Seedefect type.

defect density: The number of defects identified in a componensystem divided by the
size of the component or system (expressed in atdndeasurement terms, e.g. lines-of-
code, number of classes or function points).

Defect Detection Percentage (DDP)Ihe number of defects found by a test phase, divide
by the number found by that test phase and any atkans afterwards.

defect managementThe process of recognizing, investigating, takiogom and disposing
of defects. It involves recording defects, clasafythem and identifying the impact.
[After IEEE 1044]

defect management committee:A cross-functional team of stakeholders who manage
reported defects from initial detection to ultimatesolution (defect removal, defect
deferral, or report cancellation). In some cades,same team as the configuration control
board.See alsa@onfiguration control board.

defect management toolA tool that facilitates the recording and statteking of defects
and changes. They often have workflow-oriented lifees to track and control the
allocation, correction and re-testing of defectsl anovide reporting facilities. See also
incident management taol

defect masking:An occurrence in which one defect prevents theatiete of another. [After
IEEE 610]

defect report: A document reporting on any flaw in a componengymtem that can cause the
component or system to fail to perform its requitaattion. [After IEEE 829]

defect taxonomy: A system of (hierarchical) categories designedb¢oa useful aid for
reproducibly classifying defects.

defect tracking tool: Seedefect management tool
defect triage committee Seedefect management committee.

defect type:An element in a taxonomy of defects. Defect taxolesnean be identified with
respect to a variety of considerations, including, not limited to:
* Phase or development activity in which the defecreated, e.g., a specification error
or a coding error
» Characterization of defects, e.g., an “off-by-odeTect
* Incorrectness, e.g., an incorrect relational operat programming language syntax
error, or an invalid assumption
» Performance issues, e.g., excessive execution itmsficient availability.
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definition-use pair: The association of a definition of a variable witte subsequent use of
that variable. Variable uses include computatiojead). multiplication) or to direct the
execution of a path (“predicate” use).

deliverable: Any (work) product that must be delivered to soneather than the (work)
product’s author.

Deming cycle:An iterative four-step problem-solving processafptio-check-act), typically
used in process improvement. [After Deming]

design-based testingAn approach to testing in which test cases aregdedi based on the
architecture and/or detailed design of a compomensystem (e.g. tests of interfaces
between components or systems).

desk checking:Testing of software or a specification by manuadidation of its execution.
See alstatic testing.

development testing:Formal or informal testing conducted during the lienpentation of a
component or system, usually in the developmenir@mment by developers. [After IEEE
610]

deviation: Seeincident
deviation report: Seeincident report

diagnosing (IDEAL): The phase within the IDEAL model where it is deter@d where one
is, relative to where one wants to be. The diagpgihase consists of the activities:
characterize current and desired states and dexatopamendations. See alSiEAL.

dirty testing: Seenegative testing

documentation testing: Testing the quality of the documentation, e.g. ugaide or
installation guide.

domain: The set from which valid input and/or output valgas be selected.

domain analysis: A black box test design technique that is useddémtify efficient and
effective test cases when multiple variables cashmuld be tested together. It builds on
and generalizes equivalence partitioning and boyndalues analysisSee alsdoundary
value analysis, equivalence partitioning.

driver: A software component or test tool that replace®mponent that takes care of the
control and/or the calling of a component or systgkfter TMap]

dynamic analysis: The process of evaluating behavior, e.g. memoryopeance, CPU
usage, of a system or component during executidter{ IEEE 610]

dynamic analysis tool:A tool that provides run-time information on thatst of the software
code. These tools are most commonly used to igeatibssigned pointers, check pointer
arithmetic and to monitor the allocation, use amdatlocation of memory and to flag
memory leaks.

dynamic comparison: Comparison of actual and expected results, performbile the
software is being executed, for example by a test@ion tool.

dynamic testing: Testing that involves the execution of the softwafea component or
system.

E

effectivenessThe capability of producing an intended resudte &lscefficiency
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efficiency: (1) The capability of the software product to poe/appropriate performance,
relative to the amount of resources used ustied conditions. [ISO 9126]
(2) The capability of a process to produce thiended outcome, relative to the amount of
resources used

efficiency testing: The process of testing to determine the efficienfcy software product.

EFQM (European Foundation for Quality Management) ecellence model: A non-
prescriptive framework for an organisation's gyalihanagement system, defined and
owned by the European Foundation for Quality Manag®, based on five 'Enabling'
criteria (covering what an organisation does), Bt 'Results’ criteria (covering what an
organisation achieves).

elementary comparison testing:A black box test design technique in which testesaare
designed to execute combinations of inputs usirg ¢bncept of modified condition
decision coverage. [TMap]

embedded iterative development modelA development lifecycle sub-model that applies an
iterative approach to detailed design, coding aesting within an overall sequential
model. In this case, the high level design documane prepared and approved for the
entire project but the actual detailed design, aeleelopment and testing are conducted in
iterations.

emotional intelligence: The ability, capacity, and skill to identify, @ss, and manage the
emotions of one's self, of others, and of groups.

emulator: A device, computer program, or system that acdigtsame inputs and produces
the same outputs as a given system. [IEEE 610hSesimulator.

entry criteria: The set of generic and specific conditions for p#imng a process to go
forward with a defined task, e.g. test phase. Tingpgse of entry criteria is to prevent a
task from starting which would entail more (wasteffprt compared to the effort needed
to remove the failed entry criteria. [Gilb and Gaat]

entry point: An executable statement or process step which elefinpoint at which a given
process is intended to begin.

equivalence classSeeequivalence partition

equivalence partition: A portion of an input or output domain for whichetbehavior of a
component or system is assumed to be the samel batke specification.

equivalence partition coverage:The percentage of equivalence partitions that Haeen
exercised by a test suite.

equivalence partitioning: A black box test design technique in which tesesase designed
to execute representatives from equivalenagitps. In principle test cases are designed
to cover each patrtition at least once.

error: A human action that produces an incorrect reséftef IEEE 610]

error guessing:A test design technique where the experience dfetster is used to
anticipate what defects might be present | ¢bmponent or system under test as a result
of errors made, and to design tests specificalgximose them.

error seeding: Seefault seeding.
error seeding tool: Seefault seeding tool.
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error tolerance: The ability of a system or component to continuenra operation despite
the presence of erroneous inputs. [After IEEE 610].

establishing (IDEAL): The phase within the IDEAL model where the spesifdf how an
organization will reach its destination are plann€lde establishing phase consists of the
activities: set priorities, develop approach arahctions. See al$DEAL.

evaluation: Seetesting

exception handling:Behavior of a component or system in responsertmeous input, from
either a human user or from another componentsiesy, or to an internal failure.

executable statementA statement which, when compiled, is translated wottject code, and
which will be executed procedurally when the progris running and may perform an
action on data.

exercised: A program element is said to be exercised by adasé when the input value
causes the execution of that element, such astenstat, decision, or other structural
element.

exhaustive testing:A test approach in which the test suite compridegsanbinations of
input values and preconditions.

exit criteria: The set of generic and specific conditions, agrgezh with the stakeholders
for permitting a process to be officially coleped. The purpose of exit criteria is to
prevent a task from being considered complet&en there are still outstanding parts of
the task which have not been finished. Exit crdtere used to report against and to plan
when to stop testing. [After Gilb and Graham]

exit point: An executable statement or process step which eefnpoint at which a given
process is intended to cease..

expected outcomeSeeexpected result

expected result: The behavior predicted by the specification, ortheo source, of the
component or system under specified conditions.

experience-based techniqueSeeexperience-based test design technique.

experience-based test design techniquBrocedure to derive and/or select test cases based
on the tester’s experience, knowledge anditiiato.

experience-based testinglesting based on the tester’s experience, knayeleahd intuition.

exploratory testing: An informal test design technique where the testéively controls the
design of the tests as those tests are peddramd uses information gained while testing to
design new and better tests. [After Bach]

extreme programming (XP): A software engineering methodology used withinleagi
software development whereby core practices argranaming in pairs, doing extensive
code review, unit testing of all code, and simpjicnd clarity in code. See alsmile
software development.

F

factory acceptance testingAcceptance testing conducted at the site at wtiiehproduct is
developed and performed by employees of the suppiganization, to determine whether
or not a component or system satisfies the reqenesn normally including hardware as
well as software. See alstfa testing.
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fail: A test is deemed to fall if its actual result does match its expected result.

failover testing: Testing by simulating failure modes or actuallgusing failures in a
controlled environment. Following a failure, thédaer mechanism is tested to ensure that
data is not lost or corrupted and that any agresdice levels are maintained (e.g.,
function availability or response time§ee alsaecoverability testing.

failure: Deviation of the component or system from its expecelivery, service or result.
[After Fenton]

failure mode: The physical or functional manifestation of a feéluFor example, a system in
failure mode may be characterized by slow operatinnorrect outputs, or complete
termination of execution. [IEEE 610]

Failure Mode and Effect Analysis (FMEA): A systematic approach to risk identification
and analysis of identifying possible modes of faland attempting to prevent their
occurrence. See als@ilure Mode, Effect and Criticality Analysis (FMBE

Failure Mode, Effects, and Criticality Analysis (FMECA): An extension of FMEA, as in
addition to the basic FMEA, it includes a crititglanalysis, which is used to chart the
probability of failure modes against the severitly their consequences. The result
highlights failure modes with relatively high prddiiy and severity of consequences,
allowing remedial effort to be directed where itflvaroduce the greatest value. See also
Failure Mode and Effect Analysis (FMEA).

failure rate: The ratio of the number of failures of a given gaty to a given unit of
measure, e.g. failures per unit of time, failures pumber of transactions, failures per
number of computer runs. [IEEE 610]

false-fail result A test result in which a defect is reported alifjo no such defect actually
exists in the test object.

false-pass result A test result which fails to identify the preseraf a defect that is actually
present in the test object.

false-positive result Seefalse-fail result

false-negative result Seefalse-pass result

fault: Seedefect

fault attack: Seeattack.

fault density: Seedefect density

Fault Detection Percentage (FDP)SeeDefect Detection Percentage (DDP).

fault injection: The process of intentionally adding defects toystesn for the purpose of
finding out whether the system can detect, andiplyssecover from, a defect. Fault
injection intended to mimic failures that might acin the field. See alsiault tolerance.

fault masking: Seedefect masking

fault seeding: The process of intentionally adding defects to ¢halseady in the component
or system for the purpose of monitoring the ratel@kction and removal, and estimating
the number of remaining defects. Fault seedingypscally part of development (pre-
release) testing and can be performed at anydest (component, integration, or system).
[After IEEE 610]
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fault seeding tool: A tool for seeding (i.e. intentionally insertingguits in a component or
system.

fault tolerance: The capability of the software product to maintainspecified level of
performance in cases of software faults (defectspfoinfringement of its specified
interface. [ISO 9126] See alseliability, robustness

Fault Tree Analysis (FTA): A technique used to analyze the causes of faultle¢ts). The
technique visually models how logical relationshitween failures, human errors, and
external events can combine to cause specificsfamiltlisclose.

feasible path: A path for which a set of input values and prectiods exists which causes it
to be executed.

feature: An attribute of a component or system specifiediraplied by requirements
documentation (for example reliability, usabilityaesign constraints). [After IEEE 1008]

feature-driven development An iterative and incremental software developmprdcess
driven from a client-valued functionality (featurggrspective. Feature-driven development
is mostly used in agile software development. $emamile software development.

field testing: Seebeta testing

finite state machine: A computational model consisting of a finite numlodrstates and
transitions between those states, possibly witbrapanying actions. [IEEE 610]

finite state testing: Seestate transition testing
fishbone diagram: Seecause-effect diagram.

formal review: A review characterized by documented procedurek ragquirements, e.g.
inspection.

frozen test basisA test basis document that can only be amendedftwyraal change control
process. See aldmseline

Function Point Analysis (FPA): Method aiming to measure the size of the functionalf
an information system. The measurement is indepgndé¢ the technology. This
measurement may be used as a basis for the measurehproductivity, the estimation of
the needed resources, and project control.

functional integration: An integration approach that combines the compa@nentsystems
for the purpose of getting a basic functionalityrkiog early. See alsimtegration testing

functional requirement: A requirement that specifies a function that a congmt or system
must perform. [IEEE 610]

functional test design technique:Procedure to derive and/or select test cases lasenh
analysis of the specification of the functionalitf a component or system without
reference to its internal structure. See élsck box test design technique

functional testing: Testing based on an analysis of the specificatfadhe functionality of a
component or system. See altdack box testing

functionality: The capability of the software product to providadtions which meet stated
and implied needs when the software is used unmBaifeed conditions. [ISO 9126]

functionality testing: The process of testing to determine the functipnaif a software
product.
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glass box testingSeewhite box testing

EITP Goal Question Metric: An approach to software measurement using a texet-model:
conceptual level (goal), operational level (quastand quantitative level (metric).

EITP GQM: SeeGoal Question Metric
H

hardware-software integration testing: Testing performed to expose defects in the
interfaces and interaction between hardware andwa# components. See also
integration testing

hazard analysis A technique used to characterize the elementiskfThe result of a hazard
analysis will drive the methods used for developnaerl testing of a system. See ais&
analysis.

ATA heuristic evaluation: A usability review technique that targets usabiptpblems in the user
interface or user interface design. With this teghe, the reviewers examine the interface
and judge its compliance with recognized usabgiiyciples (the "heuristics").

ATA high level test caseA test case without concrete (implementation levalyes for input data
and expected results. Logical operators are ussthnces of the actual values are not yet
defined and/or available. See alsw level test case

horizontal traceability: The tracing of requirements for a test level thiotige layers of test
documentation (e.g. test plan, test design spatidis, test case specification and test
procedure specification or test script).

hyperlink : A pointer within a web page that leads to othebwages.
ATT hyperlink test tool: A tool used to check that no broken hyperlinkes aresent on a web site.

EITP IDEAL: An organizational improvement model that servesaasbadmap for initiating,
planning, and implementing improvement actions. IDEAL model is named for the five
phases it describes: initiating, diagnosing, eshinlg, acting, and learning.

F impact analysis: The assessment of change to the layers of develdpheeumentation, test
documentation and components, in order to implengergiven change to specified
requirements.

F incident: Any event occurring that requires investigationttA IEEE 1008]
F incident logging: Recording the details of any incident that occureed. during testing.

incident management:The process of recognizing, investigating, takiotjos and disposing
of incidents. It involves logging incidents, cldgsig them and identifying the impact.
[After IEEE 1044]

F incident management tool: A tool that facilitates the recording and statuacking of
incidents. They often have workflow-oriented faas to track and control the allocation,
correction and re-testing of incidents and providporting facilities. See alsdefect
management tool.

F incident report: A document reporting on any event that occurreg, @uring the testing,
which requires investigation. [After IEEE 829]
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incremental development modelA development lifecycle where a project is broketoia
series of increments, each of which delivers aigorof the functionality in the overall
project requirements. The requirements are praz@atiand delivered in priority order in the
appropriate increment. In some (but not all) versioof this lifecycle model, each
subproject follows a ‘mini V-model’ with its own digin, coding and testing phases.

incremental testing: Testing where components or systems are integeatddested one or
some at a time, until all the components or systarasntegrated and tested.

independence of testingSeparation of responsibilities, which encourages th
accomplishment of objective testing. [AfteOB178b]

indicator: A measure that can be used to estimate or pradather measure. [ISO 14598]
infeasible path: A path that cannot be exercised by any set of plessiput values.
informal review: A review not based on a formal (documented) proe=du

initiating (IDEAL): The phase within the IDEAL model where the grouadwis laid for a
successful improvement effort. The initiating phasesists of the activities: set context,
build sponsorship and charter infrastructure. $s®IBEAL.

input: A variable (whether stored within a component otsme) that is read by a
component.

input domain: The set from which valid input values can be sel&cBee alsdomain
input value: An instance of an input. See aisput

insourced testing: Testing performed by people who are co-locatdt thie project team but
are not fellow employees.

inspection: A type of peer review that relies on visual exartioraof documents to detect
defects, e.g. violations of development staddand non-conformance to higher level
documentation. The most formal review techaignd therefore always based on a
documented procedure. [After IEEE 610, IEEE 1028¢ alsgeer review

inspection leader:Seemoderator
inspector: Seereviewer

installability: The capability of the software product to be irdsthlin a specified
environment [ISO 9126]. See algortability.

installability testing: The process of testing the installability of a s@ite product. See also
portability testing

installation guide: Supplied instructions on any suitable media, wigcides the installer
through the installation process. This may be auakguide, step-by-step procedure,
installation wizard, or any other similar processctiption.

installation wizard: Supplied software on any suitable media, which dette installer
through the installation process. It normally rutie installation process, provides
feedback on installation results, and prompts faioms.

instrumentation: The insertion of additional code into the programarder to collect
information about program behavior during executmyg. for measuring code coverage.

instrumenter: A software tool used to carry out instrumentation.
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intake test: A special instance of a smoke test to decide ifctt@ponent or system is ready
for detailed and further testing. An intake tedlyjsically carried out at the start of the test
execution phase. See alsooke test.

integration: The process of combining components or systemdanger assemblies.

integration testing: Testing performed to expose defects in the intedaand in the
interactions between integrated components or Est&ee alscomponent integration
testing, system integration testing

integration testing in the large: Seesystem integration testing
integration testing in the small: Seecomponent integration testing

interface testing: An integration test type that is concerned withtitgs the interfaces
between components or systems.

interoperability: The capability of the software product to interagth one or more
specified components or systems. [After ISO 9126 8lsdunctionality.

interoperability testing: The process of testing to determine the interopksabf a
software product. See alfanctionality testing

invalid testing: Testing using input values that should be rejedigdthe component or
system. See alsrror tolerance, negative testing

Ishikawa diagram: Seecause-effect diagram.

isolation testing: Testing of individual components in isolation fromurrounding
components, with surrounding components being sitadlby stubs and drivers, if needed.

item transmittal report: Seerelease note

iterative development model: A development lifecycle where a project is broketoia
usually large number of iterations. An iteratiormisomplete development loop resulting in
a release (internal or external) of an executateyxt, a subset of the final product under
development, which grows from iteration to iteratto become the final product.

K

key performance indicator: Seeperformance indicator

keyword-driven testing: A scripting technique that uses data files to comat only test
data and expected results, but also keywaetged to the application being tested. The
keywords are interpreted by special supporsangpts that are called by the control script
for the test. See alstata-driven testing

L

LCSAJ: A Linear Code Sequence And Jump, consists of tHewimng three items
(conventionally identified by line numbers in a smicode listing): the start of the linear
sequence of executable statements, the end ofniés& Isequence, and the target line to
which control flow is transferred at the end of limear sequence.

LCSAJ coverage:The percentage of LCSAJs of a component that haee kxercised by a
test suite. 100% LCSAJ coverage implies 100% datisoverage.

LCSAJ testing: A white box test design technique in which tesesaare designed to execute
LCSAJs.
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lead assessorThe person who leads an assessment. In some &asestance CMMi and
TMMi when formal assessments are conducted, the dssessor must be accredited and
formally trained.

learnability: The capability of the software product to enable wiser to learn its application.
[ISO 9126] See alsosability.

learning (IDEAL): The phase within the IDEAL model where one ledrom experiences
and improves one’s ability to adopt new processes tachnologies in the future. The
learning phase consists of the activities: anabze validate, and propose future actions.
See alsdDEAL.

level test plan A test plan that typically addresses one test l&veé alsdest plan.

lifecycle model: A partitioning of the life of a product or projektto phases. [CMMI] See
alsosoftware lifecycle.

link testing: Seecomponent integration testing

load profile: A specification of the activity which a componemtsystem being tested may
experience in production. A load profile consistaaalesignated number of virtual users
who process a defined set of transactions in aifsgmedime period and according to a
predefined operational profile. See atgmerational profile.

load testing: A type of performance testing conducted to evaludwe behavior of a
component or system with increasing load, e.g. rersmbf parallel users and/or numbers
of transactions, to determine what load can be lednbly the component or system. See
alsoperformance testing, stress testing

load testing tool: A tool to support load testing whereby it can siatelincreasing load, e.g.,
numbers of concurrent users and/or transactionsirwd specified time-period. See also
performance testing tool.

logic-coverage testingSeewhite box testing[Myers]
logic-driven testing: Seewhite box testing
logical test caseSeehigh level test case

low level test caseA test case with concrete (implementation levelyea for input data and
expected results. Logical operators from high lé¢gst cases are replaced by actual values
that correspond to the objectives of the logicarapors. See aldagh level test case

M

man in the middle attack The interception, mimicking and/or altering andbsequent
relaying of communications (e.g., credit card teanti®ns) by a third party such that a user
remains unaware of that third party’s presence.

maintainability: The ease with which a software product can be reatlib correct defects,
modified to meet new requirements, modified to mékire maintenance easier, or
adapted to a changed environment. [ISO 9126]

maintainability testing: The process of testing to determine the maintalityabf a software
product.

maintenance:Modification of a software product after delivepydorrect defects, to improve
performance or other attributes, or to adapt tleelpet to a modified environment. [IEEE
1219]
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maintenance testing: Testing the changes to an operational system orintipact of a
changed environment to an operational system.

management review:A systematic evaluation of software acquisitiorppy, development,
operation, or maintenance process, performed byrorbehalf of management that
monitors progress, determines the status of pladsehedules, confirms requirements and
their system allocation, or evaluates the effecigs of management approaches to
achieve fitness for purpose. [After IEEE 610, IEHE28]

manufacturing-based quality: A view of quality, whereby quality is measuredthg degree
to which a product or service conforms to its inliesh design and requirements. Quality
arises from the process(es) used. [After Garving Sdso product-based quality,
transcendent-based quality, user-based qualityyesdased quality.

master test plan:A test plan that typically addresses multiple tegels. See alstest plan

maturity: (1) The capability of an organization with respect the effectiveness and
efficiency of its processes and work practices. &t Capability Maturity Model
Integration Test Maturity Model integratian
(2) The capability of the software product to avoiduie@ as a result of defects in the
software. [ISO 9126] See alsgliability.

maturity level: Degree of process improvement across a predefieedfprocess areas in
which all goals in the set are attained. [TMMi]

maturity model: A structured collection of elements that describgain aspects of maturity
in an organization, and aid in the definition andderstanding of an organization's
processes. A maturity model often provides a comranguage, shared vision and
framework for prioritizing improvement actions.

Mean Time Between Failures The arithmetic mean (average) time between edwf a
system. The MTBF is typically part of a reliabiliggowth model that assumes the failed
system is immediately repaired, as a part of aalidfeing process. See algeliability
growth model.

Mean Time To Repair: The arithmetic mean (average) time a system aketto recover
from any failure. This typically includes testirgitsure that the defect has been resolved.

measure: The number or category assigned to an attributearofentity by making a
measurement. [ISO 14598]

measurement: The process of assigning a number or categorynterdity to describe an
attribute of that entity. [ISO 14598]

measurement scaleA scale that constrains the type of data analyss can be performed
on it. [ISO 14598]

memory leak: A memory access failure due to a defect in a pragradynamic store
allocation logic that causes it to fail to releasemory after it has finished using it,
eventually causing the program and/or other coeotirprocesses to fail due to lack of
memory.

methodical testing Testing based on a standard set of tests, e.gheeklist, a quality
standard, or a set of generalized test cases.
metric: A measurement scale and the method used for measotegISO 14598]

migration testing: Seeconversion testing
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milestone: A point in time in a project at which defined (inteediate) deliverables and
results should be ready.

mind map: A diagram used to represent words, ideas, tasksthar items linked to and
arranged around a central keyword or idea. Mind smage used to generate, visualize,
structure, and classify ideas, and as an aid olystrganization, problem solving, decision
making, and writing.

mistake: Seeerror.

model-based testing Testing based on a model of the component oesysinder test, e.g.,
reliability growth models, usage models such asaimmal profiles or behavioural models
such as decision table or state transition diagram.

modeling tool: A tool that supports the creation, amendment andieation of models of the
software or system [Graham].

moderator: The leader and main person responsible for an atigpeor other review
process.

modified condition decision coverageThe percentage of all single condition outcomes th
independently affect a decision outcome that haaenbexercised by a test case suite.
100% modified condition decision coverage impli@®% decision condition coverage.

modified condition decision testing:A white box test design technique in which testesas
are designed to execute single condition outcorhat independently affect a decision
outcome.

modified multiple condition coverage:Seemodified condition decision coverage
modified multiple condition testing: Seemodified condition decision testing
module: Seecomponent

module testing: Seecomponent testing

monitor: A software tool or hardware device that runs corentty with the component or
system under test and supervises, records anddtysas the behavior of the component or
system. [After IEEE 610]

monitoring tool: Seemonitor.

monkey testing: Testing by means of a random selection from elaagge of inputs and by
randomly pushing buttons, ignorant of how the prbdsi being used.

MTBF: SeeMean Time Between Failures.
MTTR: SeeMean Time To Repair.
multiple condition: Seecompound conditian

multiple condition coverage: The percentage of combinations of all single cooxit
outcomes within one statement that have been eegfdiy a test suite. 100% multiple
condition coverage implies 100% modified conditdetision coverage.

multiple condition testing: A white box test design technique in which testesasre
designed to execute combinations of single condibiatcomes (within one statement).

mutation analysis: A method to determine test suite thoroughness bgsoméng the extent to
which a test suite can discriminate the programmfrelight variants (mutants) of the
program.

29



ETM

ATT

ATM

ATA

ATT

ETM
ATT

mutation testing: Seeback-to-back testing

Myers-Briggs Type Indicator (MBTI): An indicator of psychological preference
representing the different personalities and comioation styles of people.

N

N-switch coverage:The percentage of sequences of N+1 transitionshténat been exercised
by a test suite. [Chow]

N-switch testing: A form of state transition testing in which tessesa are designed to execute
all valid sequences of N+1 transitions. [Chow] Sks®state transition testing

negative testing: Tests aimed at showing that a component or systeas dhot work.
Negative testing is related to the testers’ atétuather than a specific test approach or test
design technique, e.g. testing with invalid inpatues or exceptions. [After Beizer].

neighborhood integration testing: A form of integration testing where all of the msdthat
connect to a given node are the basis for the riateg testing.

non-conformity: Non fulfillment of a specified requirement. [ISO®]

non-functional requirement:. A requirement that does not relate to functionallyt to
attributes such as reliability, efficiency, usalilimaintainability and portability.

non-functional test design techniqueProcedure to derive and/or select test cases for no
functional testing based on an analysis of the iBpatton of a component or system
without reference to its internal structure. Ses®black box test design technique

non-functional testing: Testing the attributes of a component or systerhdbanot relate to
functionality, e.qg. reliability, efficiency, usaltil, maintainability and portability.

O

off-the-shelf software: A software product that is developed for the gelnmaket, i.e. for a
large number of customers, and that is deliveradday customers in identical format.

open source toal A software tool that is available to all potehtigers in source code form,
usually via the internet; its users are permitiesljally under licence, to study, change,
improve and, at times, to distribute the software.

operability: The capability of the software product to enabke uker to operate and control it.
[ISO 9126] See alsosability.

operational acceptance testingOperational testing in the acceptance test phgpeally
performed in a (simulated) operational environméyt operations and/or systems
administration staff focusing on operational aspeetg. recoverability, resource-behavior,
installability and technical compliance. See aperational testing.

operational environment: Hardware and software products installed at usarsustomers’
sites where the component or system under testbeilised. The software may include
operating systems, database management systensthanépplications.

operational profile: The representation of a distinct set of taskéopered by the component
or system, possibly based on user behaviornwimteracting with the component or
system, and their probabilities of occurrence. gkt logical rather that physical and can
be executed over several machines or be executazhitontiguous time segments.

operational profile testing: Statistical testing using a model of system openati(short
duration tasks) and their probability of typicabufMusa]
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operational profiling: The process of developing and implementing arratjwmal profile.
See alsmperational profile.

operational testing: Testing conducted to evaluate a component or systdta operational
environment. [IEEE 610]

oracle: Seetest oracle

orthogonal array: A 2-dimensional array constructed with speciathmenatical properties,
such that choosing any two columns in the arrayiges every pair combination of each
number in the array.

orthogonal array testing: A systematic way of testing all-pair combinatiorfsvariables
using orthogonal arrays. It significantly reducéee thumber of all combinations of
variables to test all pair combinations. See plowvise testing.

outcome: Seeresult

output: A variable (whether stored within a component otsmle) that is written by a
component.

output domain: The set from which valid output values can be seteSee alsdomain
output value: An instance of an output. See atsatput

outsourced testing: Testing performed by people who are not co-latatéh the project
team and are not fellow employees.

P

pair programming: A software development approach whereby lines afec{production
and/or test) of a component are written by two paogners sitting at a single computer.
This implicitly means ongoing real-time code reveeave performed.

pair testing: Two persons, e.g. two testers, a developer arebtarf or an end-user and a
tester, working together to find defects. Typicalljey share one computer and trade
control of it while testing.

pairwise integration testing: A form of integration testing that targets paifscomponents
that work together, as shown in a call graph.

pairwise testing: A black box test design technique in which testesaare designed to
execute all possible discrete combinations of eaain of input parameters. See also
orthogonal array testing.

Pareto analysis: A statistical technique in decision making thatuged for selection of a
limited number of factors that produce significanterall effect. In terms of quality
improvement, a large majority of problems (80%) preduced by a few key causes
(20%).

partition testing: Seeequivalence partitioningBeizer]
pass:A test is deemed to pass if its actual result mestéts expected result.

pass/fail criteria: Decision rules used to determine whether a test (fenction) or feature
has passed or failed a test. [IEEE 829]

path: A sequence of events, e.g. executable statemenéscomponent or system from an
entry point to an exit point.
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path coverage:The percentage of paths that have been exercisedtést suite. 100% path
coverage implies 100% LCSAJ coverage.

path sensitizing:Choosing a set of input values to force the exeoutif a given path.

ATT path testing: A white box test design technique in which testesagre designed to execute
paths.

F peer review: A review of a software work product by colleagudstlee producer of the
product for the purpose of identifying defects amgrovements. Examples are inspection,
technical review and walkthrough.

performance: The degree to which a system or component accohgslists designated
functions within given constraints regarding praieg time and throughput rate. [After
IEEE 610] See alsefficiency

performance indicator: A high level metric of effectiveness and/or effiody used to guide
and control progressive development, e.g. lead-tshe for software development.
[CMMI]

performance profiling: The task of analyzing, e.g., identifying performarmottlenecks
based on generated metrics, and tuning the perfarenaf a software component or
system using tools.

F performance testing: The process of testing to determine the performaheesoftware

ATT product. See alsefficiency testing

F performance testing tool:A tool to support performance testing that usulaflg two main

ATT facilities: load generation and test transactmeasurement. Load generation can simulate

either multiple users or high volumes of input ddbaring execution, response time
measurements are taken from selected transactimhshese are logged. Performance
testing tools normally provide reports based ort tegs and graphs of load against
response times.

ATA phase containment:The percentage of defects that are removed isghee phase of the

ATM software lifecycle in which they were introckd.

phase test planA test plan that typically addresses one test ptsse alsdest plan.

ETM planning poker: A consensus-based estimation technique, mosHyg ts estimate effort or
relative size of user stories in agile softwareeadepment. It is a variation of the Wide
Band Delphi method using a deck of cards with valgpresenting the units in which the
team estimates. See algile software development, Wide Band Delphi.

pointer: A data item that specifies the location of anotietia item; for example, a data item
that specifies the address of the next employemdeo be processed. [IEEE 610]

portability: The ease with which the software product can bestesred from one hardware
or software environment to another. [ISO 9126]

F portability testing: The process of testing to determine the portalilitg software product.
ATT

postcondition: Environmental and state conditions that must billad after the execution
of a test or test procedure.

post-execution comparisonComparison of actual and expected results, perfdrafier the
software has finished running.

post-project meeting: Seeretrospective meeting.
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precondition: Environmental and state conditions that must bidled before the component
or system can be executed with a particular testsirprocedure.

predicate: A statement that can evaluate to true or falseraag be used to determine the
control flow of subsequent decision logiee alsalecision.

predicted outcome:Seeexpected result
pretest: Seeintake test
priority: The level of (business) importance assigned taean, ie.g. defect.

probe effect: The effect on the component or system by the measemt instrument when
the component or system is being measured, e.g.d@rformance testing tool or monitor.
For example performance may be slightly worse wiemormance testing tools are being
used.

problem: Seedefect
problem management:Seedefect management
problem report: Seedefect report

procedure testing: Testing aimed at ensuring that the component desyan operate in
conjunction with new or existing users’ businesscpdures or operational procedures.

process:A set of interrelated activities, which transfomputs into outputs. [ISO 12207]

process assessmeng disciplined evaluation of an organization’s sadte processes against
a reference model. [after ISO 15504]

process-compliant testing Testing that follows a set of defined processas, defined by an
external party such as a standards committee. |Sestandard-compliant testing

process cycle testA black box test design technique in which testesagre designed to
execute business procedures and processes. [TMa@ISprocedure testing.

process improvement:A program of activities designed to improve thef@enance and
maturity of the organization’s processes, and ¢salt of such a program. [CMMI]

process model:A framework wherein processes of the same nattgeckassified into a
overall model, e.g. a test improvement model.

product-based quality: A view of quality, wherein quality is based on alladefined set of
quality attributes. These attributes must be meakur an objective and quantitative way.
Differences in the quality of products of the satyyge can be traced back to the way the
specific quality attributes have been implemenfaéter Garvin] See alsenanufacturing-
based quality, quality attribute, transcendent-lmhspiality, user-based qualityalue-
based quality.

product risk: A risk directly related to the test object. Se@aisk.

production acceptance testingSeeoperational acceptance testing.
program instrumenter: Seeinstrumenter
program testing: Seecomponent testing
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project: A project is a unique set of coordinated and cdlecactivities with start and finish
dates undertaken to achieve an objective conforrtongpecific requirements, including
the constraints of time, cost and resources. [IS@P

project retrospective: A structured way to capture lessons learned ancreéate specific
action plans for improving on the next project exnproject phase.

project risk: A risk related to management and control of thst)teroject, e.g. lack of
staffing, strict deadlines, changing requirensg etc. See alstsk.

project test plan: Seemaster test plan

pseudo-random: A series which appears to be random but is in decterated according to
some prearranged sequence.

Q

qualification: The process of demonstrating the ability to fulplecified requirements. Note
the term ‘qualified’ is used to designate the cgpanding status. [ISO 9000]

qguality: The degree to which a component, system or pravesds specified requirements
and/or user/customer needs and expectations. [IteE 610]

guality assurance:Part of quality management focused on providingfidence that quality
requirements will be fulfilled. [ISO 9000]

quality attribute: A feature or characteristic that affects an itequality. [IEEE 610]
quality characteristic: Seequality attribute

quality control: The operational techniques and activities, paquality management, that
are focused on fulfilling quality requirements.tfaflISO 8402]

guality gate: A special milestone in a project. Quality gateslacated between those phases
of a project strongly depending on the outcomeagbrevious phase. A quality gate
includes a formal check of the documents of the&iptes phase.

quality management: Coordinated activities to direct and control agawization with regard
to quality. Direction and control with regard toadjty generally includes the establishment
of the quality policy and quality objectives, qumaliplanning, quality control, quality
assurance and quality improvement. [ISO 9000]

quality risk: A risk related to a quality attribut8eealso quality attribute, product risk.

R

RACI matrix : A matrix describing the participation by varioudes in completing tasks or
deliverables for a project or process. It is esgbciuseful in clarifying roles and
responsibilities. RACI is an acronym derived frahe four key responsibilities most
typically used: Responsible, Accountable, Consuyléed Informed.

random testing: A black box test design technique where test casesselected, possibly
using a pseudo-random generation algorithm, to Imatc operational profile. This
technique can be used for testing non-functionalibates such as reliability and
performance.

EITP Rational Unified Process:A proprietary adaptable iterative software develept process

framework consisting of four project lifecycle pkasinception, elaboration, construction
and transition.
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reactive testing: Testing that dynamically responds to the actualesysunder test and test
results being obtained. Typically reactive testirgs a reduced planning cycle and the
design and implementation test phases are noedautit until the test object is received.

recorder: Seescribe
record/playback tool: Seecapture/playback tool

recoverability: The capability of the software product to re-essdibla specified level of
performance and recover the data directly affeatezhse of failure. [ISO 9126] See also
reliability.

recoverability testing: The process of testing to determine the recovetaluf a software
product. See alseeliability testing

recovery testing: Seerecoverability testing

regression-averse testingTesting using various techniques to manage 8tkeafi regression,
e.g., by designing re-usable testware and by eixieasitomation of testing at one or more
test levels.

regression testing:Testing of a previously tested program followingdification to ensure
that defects have not been introduced or uncovieradchanged areas of the software, as a
result of the changes made. It is performed when gbftware or its environment is
changed.

regulation testing: Seecompliance testing.

release note:A document identifying test items, their configuwat current status and other
delivery information delivered by development tetileg, and possibly other stakeholders,
at the start of a test execution phase. [After 1B2H]

reliability: The ability of the software product to performriggjuired functions under stated
conditions for a specified period of time, or forspecified number of operations. [ISO
9126]

reliability growth model: A model that shows the growth in reliability ovémeé during
continuous testing of a component or system asudtref the removal of defects that result
in reliability failures.

reliability testing: The process of testing to determine the reliabditg software product.

replaceability: The capability of the software product to be useplace of another specified
software product for the same purpose in the samv&omment. [ISO 9126] See also
portability.

requirement: A condition or capability needed by a user to savproblem or achieve an
objective that must be met or possessed by a systesystem component to satisfy a
contract, standard, specification, or other forgnatiposed document. [After IEEE 610]

requirements-based testing:/An approach to testing in which test cases aregdedi based
on test objectives and test conditions derived freguirements, e.g. tests that exercise
specific functions or probe non-functional attriggisuch as reliability or usability.

requirements management tool: A tool that supports the recording of requirements,
requirements attributes (e.g. priority, knowledgesponsible) and annotation, and
facilitates traceability through layers of requims and requirements change
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management. Some requirements management toolspatside facilities for static
analysis, such as consistency checking and violatio pre-defined requirements rules.

requirements phase: The period of time in the software lifecycle duringhich the
requirements for a software product are defineddouimented. [IEEE 610]

resource utilization: The capability of the software product to use appate amounts and
types of resources, for example the amounts of rmathsecondary memory used by the
program and the sizes of required temporary orfloveriles, when the software performs
its function under stated conditions. [After ISC28] See alsefficiency

resource utilization testing: The process of testing to determine the resouritiezation of a
software product. See alsfficiency testing

result: The consequence/outcome of the execution of a ltelsicludes outputs to screens,
changes to data, reports, and communication mess®ge¢ out. See alsactual result,
expected result.

resumption criteria: The criteria used to restart all or a portion & thsting activities that
were suspended previously

resumption requirements: The defined set of testing activities that mustdy@eated when
testing is re-started after a suspension. [Aft&HB29]

re-testing: Testing that runs test cases that failed the las¢ they were run, in order to
verify the success of corrective actions.

retrospective meeting: A meeting at the end of a project during which preject team
members evaluate the project and learn lessonsdhdte applied to the next project.

review: An evaluation of a product or project status tecedsan discrepancies from planned
results and to recommend improvements. Examplelude management review, informal
review, technical review, inspection, and walktigbu[After IEEE 1028]

review plan: A document describing the approach, resourceselneldule of intended review
activities. It identifies, amongst others: docunseamd code to be reviewed, review types
to be used, participants, as well as entry and aitiria to be applied in case of formal
reviews, and the rationale for their choice. lisecord of the review planning process.

review tool: A tool that provides support to the review procebgpical features include
review planning and tracking support, communicasapport, collaborative reviews and a
repository for collecting and reporting of metrics.

reviewer: The person involved in the review that identifies @escribes anomalies in the
product or project under review. Reviewers & chosen to represent different viewpoints
and roles in the review process.

risk: A factor that could result in future negative cansences; usually expressed as impact
and likelihood.

risk analysis: The process of assessing identified risks to es#itieeir impact and
probability of occurrence (likelihood).

risk assessmentThe process of assessing a given project or ptodk to determine its
level of risk, typically by assigning likeldod and impact ratings and then aggregating
those ratings into a single risk priority ratirfee als@roduct risk, project risk, risk, risk
impact, risk level, risk likelihood.
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risk-based testing:An approach to testing to reduce the level of pebdigks and inform
stakeholders of their status, starting in ithigal stages of a project. It involves the
identification of product risks and the userizk levels to guide the test process

risk category: Seerisk type

risk control: The process through which decisions are reachegmtective measures are
implemented for reducing risks to, or maintamprisks within, specified levels.

risk identification: The process of identifying risks using techniqueshsas brainstorming,
checklists and failure history. ATT

risk impact: The damage that will be caused if the risk becamactual outcome or event.

risk level: The importance of a risk as defined by its charattes impact and likelihood.
The level of risk can be used to determineittiensity of testing to be performed. A risk
level can be expressed either qualitativelg.(gigh, medium, low) or quantitatively.

risk likelihood : The estimated probability that a risk will becoareactual outcome or event.

risk management: Systematic application of procedures and practicéise tasks of
identifying, analyzing, prioritizing, and cawiling risk.

risk mitigation: Seerisk control

risk type: A set of risks grouped by one or more common facsoich as a quality attribute,
cause, location, or potential effect of risk;. Aesjic set of product risk types is related to
the type of testing that can mitigate (control)tthsk type. For example the risk of user-
interactions being misunderstood can be mitigateddability testing.

robustness: The degree to which a component or system can iumaorrectly in the
presence of invalid inputs or stressful environrakmbnditions. [IEEE 610] See also
error-tolerance, fault-tolerance.

robustness testingTesting to determine the robustness of the softwerduct.

root cause:A source of a defect such that if it is removée, dccurrence of the defect type is
decreased or removed. [CMMI]

root cause analysisAn analysis technique aimed at identifying thet mauses of defects. By
directing corrective measures at root causes, toged that the likelihood of defect
recurrence will be minimized.

RUP: SeeRational Unified Process

S

safety: The capability of the software product to achieueeptable levels of risk of harm to
people, business, software, property or the enmnt in a specified context of use. [ISO
9126]

safety critical system:A system whose failure or malfunction may resultd@ath or serious
injury to people, or loss or severe damage to eneiy, or environmental harm.

safety testing:Testing to determine the safety of a software pcadu
sanity test: Seesmoke test
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scalability: The capability of the software product to be upgrhtb accommodate increased
loads. [After Gerrard]

scalability testing: Testing to determine the scalability of the sofevaroduct.
scenario testing:Seeuse case testing

scorecard: A representation of summarized performance measmts representing progress
towards the implementation of long-term goals. Arscard provides static measurements
of performance over or at the end of a definedrvale See alsdalanced scorecard,
dashboard.

scribe: The person who records each defect mentioned agdsaggestions for process
improvement during a review meeting, on a loggiogr. The scribe should ensure that
the logging form is readable and understandabile.

scripted testing: Test execution carried out by following a previgudbcumented sequence
of tests.

scripting language: A programming language in which executable tesp&care written,
used by a test execution tool (e.g. a capture/plakyool).

SCRUM: An iterative incremental framework for managingjpcts commonly used with
agile software development. See agile software development.

security: Attributes of software products that bear on itdlitgbto prevent unauthorized
access, whether accidental or deliberate, to pnagrand data. [ISO 9126] See also
functionality.

security testing: Testing to determine the security of the softwaagpct. See also
functionality testing.

security testing tool: A tool that provides support for testing securityaracteristics and
vulnerabilities.

security tool: A tool that supports operational security.
serviceability testing: Seemaintainability testing

session-based test managemen& method for measuring and managing session-based
testing, e.g. exploratory testing.

session-based testingAn approach to testing in which test activitiee glanned as
uninterrupted sessions of test design and executften used in conjunction with
exploratory testing.

severity: The degree of impact that a defect has on the dprednt or operation of a
component or system. [After IEEE 610]

Shewhart chart Seecontrol chart.

short-circuiting: A programming language/interpreter technique dgaluating compound
conditions in which a condition on one side of gidal operator may not be evaluated if
the condition on the other side is sufficient teedaine the final outcome.

simulation: The representation of selected behavioral chaiatiter of one physical or
abstract system by another system. [ISO 2382/1]

simulator: A device, computer program or system used durisginig which behaves or
operates like a given system when provided witletao$ controlled inputs. [After IEEE
610, DO178b] See alsmmulator
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site acceptance testingAcceptance testing by users/customers at their witeletermine
whether or not a component or system satisfiesisee/customer needs and fits within the
business processes, normally including hardwarveetisas software.

S.M.A.R.T. goal methodology A methodology whereby objectives are defined very
specifically rather than generically. SMART is asranym derived from the attributes of
the objective to be defined: Specific, MeasuraBttinable, Relevant and Timely.

smoke test:A subset of all defined/planned test cases thaerctwe main functionality of a
component or system, to ascertaining that the mstial functions of a program work,
but not bothering with finer details. A daily buithd smoke test is among industry best
practices. See alsotake test

software: Computer programs, procedures, and possibly asedotibcumentation and data
pertaining to the operation of a computer systéBE[E 610]

software attack: See attack.

Software Failure Mode and Effect Analysis (SFMEA): See Failure Mode and Effect
Analysis (FMEA)

Software Failure Mode, Effects, and Ciriticality Andysis (SFMECA): See Failure
Mode,Effects, and Criticality Analysis (FMECA)

Software Fault Tree Analysis (SFTA):SeeFault Tree Analysis (FTA).
software feature: Seefeature

software integrity levet The degree to which software complies or mustglgmwith a set of
stakeholder-selected software and/or software-bagsi@m characteristics (e.g., software
complexity, risk assessment, safety level, secigitgl, desired performance, reliability, or
cost) which are defined to reflect the importantthe software to its stakeholders.

software lifecycle: The period of time that begins when a softwarelpob is conceived and
ends when the software is no longer available &®. (rhe software lifecycle typically
includes a concept phase, requirements phase,ndpb&se, implementation phase, test
phase, installation and checkout phase, operatdnn@aintenance phase, and sometimes,
retirement phase. Note these phases may overlag performed iteratively.

Software Process Improvement: A program of activities designed to improve the
performance and maturity of the organization’swafe processes and the results of such a
program. [After CMMI]

software product characteristic: Seequality attribute.

software quality: The totality of functionality and features of atsadre product that bear on
its ability to satisfy stated or implied needs. gfISO 9126] See alspality.

software quality characteristic: Seequality attribute
software test incident:Seeincident
software test incident report: Seeincident report

Software Usability Measurement Inventory (SUMI): A questionnaire-based usability test
technigue for measuring software quality from thead euser's point of view.
[Veenendaal04]

source statementSeestatement
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specification: A document that specifies, ideally in a completecjse and verifiable manner,
the requirements, design, behavior, or other clriatics of a component or system, and,
often, the procedures for determining whether thpsgisions have been satisfied. [After
IEEE 610]

specification-based testingSeeblack box testing

specification-based techniga: Seeblack box test design technique.
specification-based test design techniqu&eeblack box test design technique
specified input: An input for which the specification predicts auks

SPI: SeeSoftware Process Improvement.

stability: The capability of the software product to avoiéxpected effects from modifications
in the software. [ISO 9126] See al®aintainability.

staged representation/A model structure wherein attaining the goals setof process areas
establishes a maturity level; each level buildsumélation for subsequent levels. [CMMI]

standard: Formal, possibly mandatory, set of requiremenigeldped and used to prescribe
consistent approaches to the way of working or rovide guidelines (e.g., ISO/IEC
standards, |IEEE standards, and organizational atdged [After CMMI]

standard-compliant testing Testing that complies to a set of requirementénde by a
standard, e.g., an industry testing standard ¢aradard for testing safety-critical systems.
See als@rocess-compliant testing

standard software: Seeoff-the-shelf software
standards testing:Seecompliance testing

state diagram: A diagram that depicts the states that a compamesystem can assume, and
shows the events or circumstances that cause amedidt from a change from one state to
another. [IEEE 610]

state table: A grid showing the resulting transitions for eadhtes combined with each
possible event, showing both valid and invalid $raons.

state transition: A transition between two states of a componenistesn.

state transition testing: A black box test design technique in which tesesame designed to
execute valid and invalid state transitionse&lsd\-switch testing

statement: An entity in a programming language, which is tgtlg the smallest indivisible
unit of execution.

statement coverageThe percentage of executable statements that heere dxercised by a
test suite.

statement testing: A white box test design technique in which testesaare designed to
execute statements.

static analysis:Analysis of software development artifacts, e.quieements or code, carried
out without execution of these software depehent artifacts. Static analysis is usually
carried out by means of a supporting tool.

static analysis tool: Seestatic analyzer
static analyzer: A tool that carries out static analysis.
static code analysisAnalysis of source code carried out without exesubdf that software.
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static code analyzerA tool that carries out static code analysis. Td@ thecks source code,
for certain properties such as conformance to gpsiandards, quality metrics or data flow
anomalies.

static testing: Testing of a software development artifact, e gguirements, design or code,
without execution of these artifacts, e.g., reviewstatic analysis.

statistical testing: A test design technique in which a model of theéisteal distribution of
the input is used to construct representativecests. See alsgperational profile testing

status accounting:An element of configuration management, consistihthe recording and
reporting of information needed to manage a condijon effectively. This information
includes a listing of the approved configuratiorentification, the status of proposed
changes to the configuration, and the implememastatus of the approved changes.
[IEEE 610]

STEP: SeeSystematic Test and Evaluation Process.

storage: Seeresource utilization.
storage testing:Seeresource utilization testing

stress testing:A type of performance testing conducted to evalaasgstem or component at
or beyond the limits of its anticipated or spedifiworkloads, or with reduced availability
of resources such as access to memory or senddrst [EEE 610] See alsperformance
testing, load testing

stress testing tool‘A tool that supports stress testing.

structural coverage: Coverage measures based on the internal strucklaecomponent or
system.

structural test design technique:Seewhite-box test design technique
structural testing: Seewhite-box testing

structure-based test design techniqueSeewhite-box test design technique
structure-based technique:Seewhite-box test design technique.
structure-based testing:Seewhite-box testing.

structured walkthrough: Seewalkthrough

stub: A skeletal or special-purpose implementation obfivgare component, used to develop
or test a component that calls or is otherwise déget on it. It replaces a called
component. [After IEEE 610]

subpath: A sequence of executable statements within a coemgon

suitability: The capability of the software product to provate appropriate set of functions
for specified tasks and user objectives. [ISO 9154 alsdunctionality.

suitability testing: The process of testing to determine the suitgtmlita software product
SUMI: SeeSoftware Usability Measurement Inventory

suspension criteria: The criteria used to (temporarily) stop all or atjpm of the testing
activities on the test items. [After IEEE 829]

syntax testing:A black box test design technique in which tesesaae designed based upon
the definition of the input domain and/or outputrdon.
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system: A collection of components organized to accomphbsbkpecific function or set of
functions. [IEEE 610]

system integration testing: Testing the integration of systems and packagestinte
interfaces to external organizations (e.g. Electr@ata Interchange, Internet).

system of systems:Multiple heterogeneous, distributed systems th&t embedded in
networks at multiple levels and in multiple intenoected domains, addressing large-scale
inter-disciplinary common problems and purposesially without a common management
structure.

system testing:The process of testing an integrated system tdy#rat it meets specified
requirements. [Hetzel]

Systematic Test and Evaluation Process structured testing methodology, also used as a
content-based model for improving the tesfimocess. Systematic Test and Evaluation
Process (STEP) does not require that improvemestdaran a specific order. See also
content-based model.

T

technical review: A peer group discussion activity that focuses dneagng consensus on
the technical approach to be taken. [Gilb @rdham], [IEEE 1028] See alpeer review

test: A set of one or more test cases. [IEEE 829]

test approach: The implementation of the test strategy for a dpeproject. It typically
includes the decisions made that follow basedthe (test) project’s goal and the risk
assessment carried out, starting points regartiedeist process, the test design techniques
to be applied, exit criteria and test types to eégymed

test architect : (1) A person who provides guidance and strategiection for a test
organization and for its relationship with othesaplines.
(2) A person who defines the way testing is stmextifor a given system, including topics
such as test tools and test data management.

test automation: The use of software to perform or support testvdes, e.g. test
management, test design, test execution and retidtking.

test basis: All documents from which the requirements of a comgnt or system can be
inferred. The documentation on which the test casesbased. If a document can be
amended only by way of formal amendment procedhss the test basis is called a frozen
test basis. [After TMap]

test bed: Seetest environment

test caseA set of input values, execution preconditions,ezted results and execution
postconditions, developed for a particulareatijve or test condition, such as to exercise a
particular program path or to verify compliancehwé specific requirement. [After IEEE
610]

test case design techniqueSeetest design technique

test case specification A document specifying a set of test cases (objectinputs, test
actions, expected results, and execution precomditifor a test item. [After IEEE 829]
See alsdest specification.

test case suiteSeetest suite
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test charter: A statement of test objectives, and possibly tésas about how to test. Test
charters are used in exploratory testing. Seeexddptoratory testing

test closure:During the test closure phase of a test processidatollected from completed
activities to consolidate experience, testwaretsfand numbers. The test closure phase
consists of finalizing and archiving the testwangl valuating the test process, including
preparation of a test evaluation report. See t@sbprocess.

test comparator: A test tool to perform automated test comparisoractfial results with
expected results.

test comparison:The process of identifying differences betweendbiial results produced
by the component or system under test and the tegbeesults for a test. Test comparison
can be performed during test execution (dynamicpayaon) or after test execution.

test completion criteria: Seeexit criteria

test condition: An item or event of a component or system thatabel verified by one or
more test cases, e.g. a function, transacteature, quality attribute, or structural element.

test control: A test management task that deals with developiaigapplying a set of
corrective actions to get a test project ackrwhen monitoring shows a deviation from
what was planned. See al®st management

test coverage Seecoverage
test cycle:Execution of the test process against a singldiftiie release of the test object.

test data: Data that exists (for example, in a database) befotest is executed, and that
affects or is affected by the component or systadeutest.

test data preparation tool: A type of test tool that enables data to be selelttan existing
databases or created, generated, manipusatéctdited for use in testing.

test data managementThe process of analyzing test data requirementsguieg test data
structures, creating and maintaining test data.

test deliverable: Any test (work) product that must be delivered amnsone other than the
test (work) product’s author. See atialiverable.

test design:(1) Seetest design specification
(2) The process of transforming general tegtibjectives into tangible test conditions and
test cases.

test design specification’/A document specifying the test conditions (coverdagms) for a
test item, the detailed test approach and idengfythe associated high level test cases.
[After IEEE 829] See alstest specification.

test design techniqueProcedure used to derive and/or select test cases.

test design tool:A tool that supports the test design activity bpepating test inputs from a
specification that may be held in a CASE toepository, e.g. requirements management
tool, from specified test conditions held in theltself, or from code.

test director: A senior manager who manages test managess alsdaest manager.

test driven development:A way of developing software where the test caseslaveloped,
and often automated, before the software veldped to run those test cases.

test driver: Seedriver.
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test environment: An environment containing hardware, instrumentatiGimulators,
software tools, and other support elements neewledrtduct a test. [After IEEE 610]

test estimation: The calculated approximation of a result relatedanous aspects of testing
(e.g. effort spent, completion date, costs invoJvedmber of test cases, etc.) which is
usable even if input data may be incomplete, uageror noisy.

test evaluation report: A document produced at the end of the test prosassnarizing all
testing activities and results. It also containseaaluation of the test process and lessons
learned.

test execution:The process of running a test on the componentstes under test,
producing actual result(s).

test execution automation:The use of software, e.g. capture/playback tools;antrol the
execution of tests, the comparison of actual regalexpected results, the setting up of test
preconditions, and other test control and repoffumgtions.

test execution phaseThe period of time in a software development lifdeyduring which
the components of a software product are execatadl the software product is evaluated
to determine whether or not requirements have batsfied. [IEEE 610]

test execution scheduleA scheme for the execution of test procedures. Noke test
procedures are included in the test execution sgbad their context and in the order in
which they are to be executed.

test execution technique:The method used to perform the actual test exetutdther
manual or automated.

test execution tool:A type of test tool that is able to execute otludtvgare using an
automated test script, e.g. capture/playbfe&wster and Graham]

test fail: Seefail.
test generator: Seetest data preparation tool
test harness:A test environment comprised of stubs and driveeded to execute a test.

test implementation: The process of developing and prioritizing testcpadures, creating test
data and, optionally, preparing test harnessebwriting automated test scripts.

test improvement plan: A plan for achieving organizational test procesgprovement
objectives based on a thorough understanding otuinent strengths and weaknesses of
the organization’s test processes and test prassess. [After CMMI]

test incident: Seeincident
test incident report: Seeincident report

test infrastructure: The organizational artifacts needed to performrigstconsisting of test
environments, test tools, office environment anatpdures.

test input: The data received from an external source by thteotgject during test execution.
The external source can be hardware, softwaremahu

test item: The individual element to be tested. There usuallyne test object and many test
items. See alstest object

test item transmittal report: Seerelease note
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F test leader: Seetest manager.

F test level: A group of test activities that are organized arashaged together. A test level is
ATM linked to the responsibilities in a projectxd&nples of test levels are component test,
integration test, system test and acceptanceAdstr TMap]

F test log: A chronological record of relevant details abowt &xecution of tests. [IEEE 829]
ATM

test logging: The process of recording information about tesecated into a test log.

ATM test management: The planning, estimating, monitoring and control tekt activities,
typically carried out by a test manager.

F test management toolA tool that provides support to the test manageraadtcontrol part
ATT of a test process. It often has several cdpialsj such as testware management, scheduling
of tests, the logging of results, progress trackingdent management and test reporting.

F test manager: The person responsible for project management stintg activities and
resources, and evaluation of a test object. Thigiohehl who directs, controls, administers,
plans and regulates the evaluation of a test abject

ATM Test Maturity Model integration: A five level staged framework for
EITP test process improvement, related to thea@ifify Maturity Model Integration (CMMI),
that describes the key elements of an effectiieptesess.

ETM test mission The purpose of testing for an organization, offecumented as part of the test
policy. See alsdest policy.

F test monitoring: A test management task that deals with the a@#vitelated to periodically
ATM checking the status of a test project. Reparésprepared that compare the actuals to that
ATA which was planned. See alsst management

test object: The component or system to be tested. Sea@dsatem
F test objective: A reason or purpose for designing and executiregt t

test oracle: A source to determine expected results to compdte the actual result of the
software under test. An oracle may be the exissggtem (for a benchmark), other
software, a user manual, or an individual's spedl knowledge, but should not be the
code. [After Adrion]

test outcome:Seeresult
test pass:Seepass

test performance indicator: A high level metric of effectiveness and/or effiroog used to
guide and control progressive test developmentBefect Detection Percentage (DDP).

test phase:A distinct set of test activities collected inten@nageable phase of a project, e.qg.
the execution activities of a test level. [Afterr@ed]

F test plan: A document describing the scope, approach, respame schedule of intended

ATM test activities. It identifies amongst othdest items, the features to be tested, the testing
tasks, who will do each task, degree of testerpaddence, the test environment, the test
design techniques and entry and exit criteria taided, and the rationale for their choice,
and any risks requiring contingency planning. laisecord of the test planning process.
[After IEEE 829]

ATM test planning: The activity of establishing or updating a tesipla
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Test Point Analysis (TPA): A formula based test estimation method based octifum point
analysis. [TMap]

test policy: A high level document describing the principlegp@ach and major objectives
of the organization regarding testing.

test procedure: Seetest procedure specification

test procedure specification:A document specifying a sequence of actions foettexution
of a test. Also known as test script or mantgat script. [After IEEE 829] See alsest
specification.

test process: The fundamental test process comprises test plgrand control, test analysis
and design, test implementation and execution,uatialg exit criteria and reporting, and
test closure activities.

Test Process Group: A collection of (test) specialists who facilitatde definition,
maintenance, and improvement of the test processed by an organization. [After
CMMI]

test process improvement manifestoA statement that echoes the agile manifesto, and
defines values for improving the testing procese Values are:
- flexibility over detailed processes
- best practices over templates

deployment orientation over process orientation

peer reviews over quality assurance (departents

business driven over model driven. [Veenenddal08

test process improver:A person implementing improvements in the testess based on a
test improvement plan.

test progress report A document summarizing testing activities anduhss produced at
regular intervals, to report progress of testingvdes against a baseline (such as the
original test plan) and to communicate risks anrahtives requiring a decision to
management.

test record: Seetest log
test recording: Seetest logging
test report: Seetest summary repodndtest progress report

test reproducibility: An attribute of a test indicating whether the saewults are produced
each time the test is executed.

test requirement: Seetest condition

test result: Seeresult

test rig: See test environment.

test run: Execution of a test on a specific version of the tdject.
test run log: Seetest log

test scenario:Seetest procedure specification.
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test scheduleA list of activities, tasks or events of the tesiqess, identifying their intended
start and finish dates and/or times, and interdegecies.

test script: Commonly used to refer to a test procedure spatidic, especially an automated
one.

test sessionAn uninterrupted period of time spent in executiegts. In exploratory testing,
each test session is focused on a charter, betrsestn also explore new opportunities or
issues during a session. The tester creates amditegetest cases on the fly and records
their progress. See alsaploratory testing

test set:Seetest suite
test situation: Seetest condition.

test specification: A document that consists of a test design spetifica test case
specification and/or test procedure specification.

test specification techniqueSeetest design technique.
test stage:Seetest level

test strategy:A high-level description of the test levels to efprmed and the testing within
those levels for an organization or programim®@e or more projects).

test suite: A set of several test cases for a component oesysinder test, where the post
condition of one test is often used as the pred¢mmdior the next one.

test summary report: A document summarizing testing activities and rssut also contains
an evaluation of the corresponding test itergainst exit criteria. [After IEEE 829]

test target: A set of exit criteria.
test technique:Seetest design technique.

test tool: A software product that supports one or more tesvities, such as planning and
control, specification, building initial files andata, test execution and test analysis.
[TMap] See als€CAST

test type: A group of test activities aimed at testing a comgrad or system focused on a
specific test objective, i.e. functional test, ubpbtest, regression test etc. A test type may
take place on one or more test levels or test gh§ster TMap]

testability: The capability of the software product to enabledified software to be tested.
[ISO 9126] See alsmaintainability.

testability review: A detailed check of the test basis to determinetidrethe test basis is at
an adequate quality level to act as an input dootioe the test process. [After TMap]

testable requirement: A requirements that is stated in terms that perntélishment of test
designs (and subsequently test cases) and exealtitests to determine whether the
requirement has been met. [After IEEE 610]

tester: A skilled professional who is involved in the tesfiof a component or system.

testing: The process consisting of all lifecycle activitibsth static and dynamic, concerned
with planning, preparation and evaluation of sofevaroducts and related work products
to determine that they satisfy specified requiretsieto demonstrate that they are fit for
purpose and to detect defects.
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testware: Artifacts produced during the test process requiteghlan, design, and execute
tests, such as documentation, scripts, inputs, atggeresults, set-up and clear-up
procedures, files, databases, environment, andaddigional software or utilities used in
testing. [After Fewster and Graham]

thread testing: An approach to component integration testing whdre progressive
integration of components follows the implementated subsets of the requirements, as
opposed to the integration of components by levktshierarchy.

three point estimation: A test estimation method using estimated valueshi® “best case”,
“worst case”, and “most likely case” of the matbeing estimated, to define the degree of
certainty associated with the resultant estimate.

time behavior: Seeperformance
TMMi: SeeTest Maturity Model integration.

top-down testing: An incremental approach to integration testing &l@e component at the
top of the component hierarchy is tested firsthvuawer level components being simulated
by stubs. Tested components are then used tootest level components. The process is
repeated until the lowest level components have bested. See alsotegration testing.

Total Quality Management. An organization-wide management approach centemred
quality, based on the participation of all membafrshe organization and aiming at long-
term success through customer satisfaction, anefiteto all members of the organization
and to society. Total Quality Management considtplanning, organizing, directing,
control, and assurance. [After ISO 8402]

TPI Next: A continuous business-driven framework for testpss improvement that
describes the key elements of an effectnceedficient test process.

TPG: SeeTest Process Group.
TQM: SeeTotal Quality Management.

traceability: The ability to identify related items in documerdat and software, such as
requirements with associated tests. Seetads@ontal traceabilityvertical traceability

transactional analysis: The analysis of transactions between people arhkinvpeople’'s
minds; a transaction is defined as a stimulus plugsponse. Transactions take place
between people and between the ego states (pdtgosegments) within one person’s
mind.

transcendent-based quality:A view of quality, wherein quality cannot be presly defined,
but we know it when we see it, or are aware ofaltisence when it is missing. Quality
depends on the perception and affective feelinganoindividual or group of individuals
towards a product. [After Garvin] See als@mnufacturing-based quality, product-based
guality, user-based quality, value-based quality.

U

understandability: The capability of the software product to enalble tiser to understand
whether the software is suitable, and how it candsal for particular tasks and conditions of
use. [ISO 9126] See alssability.

unit: Seecomponent
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unit test framework: A tool that provides an environment for unit omgmonent testing in
which a component can be tested in isolation oh wititable stubs and drivers. It also
provides other support for the developer, suchesigging capabilities. [Graham]

unit testing: Seecomponent testing
unreachable codeCode that cannot be reached and therefore is inipp@$s execute.

usability: The capability of the software to be understoodtried, used and attractive to the
user when used under specified conditions. [ISG5P12

usability testing: Testing to determine the extent to which the saféwaoduct is
understood, easy to learn, easy to operate atrdctive to the users under specified
conditions. [After ISO 9126]

use caseA sequence of transactions in a dialogue betweeactor and a component or
system with a tangible result, where an actor cam liser or anything that can exchange
information with the system.

use case testingA black box test design technique in which tesesame designed to
execute scenarios of use cases.

user acceptance testingSeeacceptance testing

user-based quality: A view of quality, wherein quality is the capacity satisfy needs, wants
and desires of the user(s). A product or serviaédbes not fulfill user needs is unlikely to
find any users. This is a context dependent, cgatihapproach to quality since different
business characteristics require different qualiné a product. [after Garvin] See also
manufacturing-based quality, product-based qualttgnscendent-based quality, value-
based quality.

user scenario testingSeeuse case testing

user story: A high-level user or business requirement commardgd in agile software
development, typically consisting of one or moratsaces in the everyday or business
language capturing what functionality a user neady, non-functional criteria, and also
includes acceptance criteria. See algibe software development, requirement

user story testing: A black box test design technique in which testesaare designed based
on user stories to verify their correct implemeiotatSee alsoser story

user test: A test whereby real-life users are involved to eateé the usability of a component
or system.

V

V-model: A framework to describe the software developmefdcyicle activities from
requirements specification to maintenance. The \dehdlustrates how testing activities
can be integrated into each phase of the softwareldpment lifecycle.

validation: Confirmation by examination and through provisidnobjective evidence that
the requirements for a specific intended use oliegpn have been fulfilled. [ISO 9000]

value-based quality: A view of quality, wherein quality is defined byige. A quality
product or service is one that provides desiredfopmance at an acceptable cost. Quality
is determined by means of a decision process wattekolders on trade-offs between time,
effort and cost aspects. [After Garvin] See atsanufacturing-based quality, product-
based quality, transcendent-based quality, useebdagiality.
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variable: An element of storage in a computer that is acblssly a software program by
referring to it by a name.

verification: Confirmation by examination and through provisidnobjective evidence that
specified requirements have been fulfilled. [IS@GI0

version control: Seeconfiguration control.

vertical traceability: The tracing of requirements through the layers efetbpment
documentation to components.

volume testing: Testing where the system is subjected to largemetuof data. See also
resource-utilization testing

W

walkthrough: A step-by-step presentation by the author of a aa in order to gather
information and to establish a common underding of its content. [Freedman and
Weinberg, IEEE 1028] See alpeer review

WAMMI : SeeWebsite Analysis and MeasureMent Inventory.
WBS: SeeWork Breakdown Structure.

Website Analysis and MeasureMent Inventory (WAMMI): A guestionnaire-based
usability test technique for measuring web sitévgarfe quality from the end user's point of
view.

white-box technique: Seewhite-box test design technique.

white-box test design techniqueProcedure to derive and/or select test cases lossad
analysis of the internal structure of a comgrotnor system.

white-box testing: Testing based on an analysis of the internal straatf the component or
system.

Wide Band Delphi: An expert based test estimation technique that amsaking an
accurate estimation using the collective wisdorthefteam members.

wild pointer: A pointer that references a location that is ous@pe for that pointer or that
does not exist. See alpointer.

Work Breakdown Structure: An arrangement of work elements and their relatgm to
each other and to the end product. [CMMI]
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